Wzór Rejestru naruszeń bezpieczeństwa, w tym incydentów

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Lp. | Administratora danych lub informacja o współadministratorach danych (nazwa i adres) | Miejsce | Forma i nośniki danych | Lokalny Administrator Zbiorów (albo określonąosobę gdy wyciek miał miejsce na danych nieprzetwarzanych w zbiorze) | Charakterystykę naruszenia | Określenie kogo dotyczą skutki naruszenia | Kategorie lub rodzaje osób, których dane zostały naruszone | Rodzaje/kategorie naruszonych danych | Szacowana liczba osób dotkniętych naruszeniem | Szacowana liczba rekordów/wpisów w ramach naruszenia | Skutki naruszenia - dla osób fizycznych (wszystkie możliwe konsekwencje) | informacja o zgłoszeniu naruszenia do właściwego organu nadzorczego (forma, data i godzina, zgłaszający, link do treści zgłoszenia) | Ewentualne wyjaśnienie przekroczenia 72h terminu na zgłoszenie | Ewentualna informacja o zgłoszeniu naruszenia dotkniętym naruszeniem osobom fizycznym (+ link do treści zgłoszenia) | Ewentualna informacja o publicznym poinformowaniu o naruszeniu osób fizycznych dotkniętych naruszeniem (+ link do treści zgłoszenia, + powód wybrania tej metody) | Zastosowane środki w celu minimalizacji skutków naruszenia | Zastosowane środki w celu wyeliminowania naruszeń tego typu na przyszłość |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |